BANNERSTUDENINFORMATIOISYSTEM
INBAccountRequestForm

Thisform shouldbe completedfor the employeeby the manageror departmenthead

Instructions:

rReviewthe referenceddocumentsto determinethe appropriateaccess;

rCompletethe employeeinformation and specifyrequestedaccesselow;

rHavethe departmentheadsignbelow, and haveemployeesignthe Statementof Accountability(following page);

rForwardthe signedAccountRequest-ormandthe signedStatementof Accountabilityto the Officeof the Registrar,
UCEntrance#5.

Name ID(87#)
First Middle Last

Department PositionTitle

Building Room Phone BMail

Formerincumbentor AccountBeingReplacedif applicable)

Specifythe employeepositionnumberORthe securityclasses to be assignedA list of securityclassedy positionis
availableat https://easl.valdosta.edu/sp¥INB_access by position.pdfhedetailedaccessnformation (forms,reports,
processesjor thosesecurityclassesanbe found at https://easl.valdosta.edu/spV3txess detail by security class.pdf
Byspecifyingonly an employeepositionnumber,you are requestingthe default securityclassesssociatedvith that
position,asindicatedby the documentreferencedabove.Securityclassesnust be specifiedfor any position not listed

in the document. Specifyany additional forms/reports/processesnot includedin the position’s default securityclasses.

DepartmentHeadSignature Date

In accordancewith the FamilyEducationaRightsand PrivacyAct of 1974(FERPA)/aldostaStateUniversitymaydisclosepersonalidentifiableinformationfrom
an educationrecordof a studentwithout the student’sconsentto other schoolofficialswithin the Universitywho havebeendeterminedto havelegitimate
educationalinterests.Accesto BANNERill be givenonlyto thoseindividualswho havemet this criterion.

ForRegistrarOfficeuseonly
Signaturesrequiredfor all accounts

INB




BANNER POLICY
AND
STATEMENT OF ACCOUNTABILITY

As part of my duties and responsibilities asarployee of VSU, | understand that | am being
granted access to the BANNER student infaromasystem. | understand that access to this
system includes the responsibility for ntaining the privacy of student records.

My BANNER account credentials (e.g. usernaané password) are confidential and should
not be shared with anyone. | am requiredliange my passwost regular intervals
according to the policy for the system.

The Office of Information Technology or the Reigar’'s Office should baotified of any position
change related to a system account.

All Staff and Faculty users having access tormi@tion should review statiory requirements of
the Family Educational Rights and Privacy AGEEPA), University policyand confidentiality of
student information.

Multi-incumbent positions (e.g. Graduate assistatiglent assistants, woskudy) are required to
have individual BANNER accounts for each employee.

| should log-off the BANNER system any timavarkstation is to béeft unattended for an
extended period, and | should medve information displayed anterminal which is left
unattended.



